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ABSTRACT

The mutual interference mitigation between identical or
similar radar systems in autonomous driving has gained wide
spread attention from both academia and industry. The re-
sulted ghost target interference will reduce the sensitivity of
the radar sensor and increase the false alarm rate. To tackle
this problem, in this paper, we make full use of two char-
acteristics of interference to achieve ghost target interference
mitigation in the Doppler domain. The key insight lies in the
fact that the interference is one-way propagation, and thus the
resulted ghost target can be converted to the noise floor in the
Doppler domain through random slow-time coding. More-
over, the high power characteristic of interference allows us
to further enhance the interference mitigation performance
by adopting a signal-to-interference-plus-noise ratio (SINR)
maximization principle. Numerical examples are provided
to demonstrate the effectiveness of the proposed interference
mitigation approach.

Index Terms— Automotive radar, interference mitiga-
tion, SINR maximization, slow-time coding

1. INTRODUCTION

Millimeter-wave radar has been widely used in autonomous
driving, due to its characteristics of low price and immunity
to adverse weather conditions [1, 2, 3, 4, 5, 6, 7, 8]. Given
the tendency to mass-produce radars for automobile applica-
tions, such systems tend to be quite similar, or even almost
identical. The increasing number of similar or identical radar
systems increases the probability of mutual interference (re-
ferred to as ghost target) and severely reduce the sensitivity
of the radar sensor [9, 10, 11, 12]. Although ghost targets are
rare, they concern automotive manufacturers, since they are
hard to be distinguished from real targets and may trigger un-
wanted reactions in autonomous driving such as emergency
breaks and automatic steering [13, 14, 15]. Thus, it is of great
importance to tackle this problem.

The mutual interference mitigation has been widely dis-
cussed in the existing literature. In [16], an adaptive noise
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canceller is proposed for mutual interference suppression by
exploiting the different distributions of frequency spectra of
target echoes and interference. The Burg’s method [17] can
be used to extrapolate the disturbed samples. By exploiting
the differences between the target echo signals and the inter-
ference, the interference mitigation problem can be reformu-
lated as a signal separation problem [18]. A wavelet denois-
ing based algorithm is proposed in [19]. However, aforemen-
tioned methods mainly focus on common chirp-like interfer-
ence, and fail to effectively mitigate the ghost target interfer-
ence between identical radar systems.

Recently, the authors in [20, 21] focus on the mutual inter-
ference between identical radar systems and propose to solve
this problem through precise waveform design. However,
waveform design usually requires high computational com-
plexity, especially for long code sequence. Besides, given the
length of the code sequence, the number of codes with good
auto-correlation characteristics is determined, which limits
their large-scale use. Moreover, the code sequence used in
different radars need to be arranged in advance, which is also
not practical in current road scenarios. These limitations re-
mind us to use random code sequences to achieve ghost target
interference mitigation.

In this paper, we address the mutual interference mitiga-
tion between similar or identical radar systems by making
full use of two important characteristics of interference. The
key insight lies in the fact that the interference is one-way
propagation, and thus the resulted ghost target interference
can be converted to the noise floor in the Doppler domain
through random slow-time coding. Moreover, the high power
characteristic of interference allows us to further enhance the
interference mitigation performance by adopting a signal-to-
interference-plus-noise ratio (SINR) maximization principle.
Compared with existing coding-based methods, our method
does not require precise waveform design or collaboration be-
tween radar systems, which can be directly used in practice.
Numerical examples are provided to demonstrate the effec-
tiveness of the proposed interference mitigation approach.

2. PROBLEM FORMULATION

Consider there are two identical radar systems working in the
same frequency band, and use frequency modulated continu-
ous wave (FMCW) for their transmission, as shown in Fig. 1.
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Fig. 1. An illustration of mutual interference between auto-
motive radar systems in a road scenario.

In each radar coherent processing interval (CPI), N chirps are
periodically transmitted with a pulse repetition interval (PRI)
denoted by T . Then, the periodic transmitted signal in a CPI
can be formulated as:

x(t) =

N−1∑
n=0

u(t− nT ) (1)

where u(t) = αte
j2π(f0t+

1
2µt

2); αt is the amplitude of the
transmitted signal; µ = B/T is the slope defined by the ratio
of bandwidth B and chirp duration T . Here, the sweep band-
width B and the chirp duration T of the two identical radars
are the same.

Assuming that there are K targets in the filed of interest,
and the round trip time delay corresponding to the kth target
is:

τk =
2(rk + vkt)

c
(2)

where rk, vk denote the distance and radial velocity of the kth

target. The received signal s(t) is a time-delay version of the
transmitted signal x(t), and can be written as:

s(t) =

K∑
k=1

αkx(t− τk) (3)

where αk is the amplitude corresponding to the kth target,
which is proportional to the radar cross section (RCS).

In addition to target echo, there also exists the interfer-
ence signal coming from the aggressor radar. Similar to (1),
the aggressor radars also transmit periodic chirps, and after
one-way propagation, the interference signal arriving at the
receiver of the victim radar can be expressed as:

i(t) = αIx(t− τI) (4)

where
τI =

rI + vIt

c
(5)

Fig. 2. The time-frequency diagram of the FMCW radar af-
fected by an identical radar system.

is the time delay between the aggressor radar and the victim
radar; αI denotes the amplitude of the interference signal; rI
and vI represent the distance and the radial velocity between
the aggressor and victim radar, respectively.

At the receiver of the victim radar, the received signal y(t)
is the sum of the target echo s(t) and the interference signal
i(t):

r(t) = s(t) + i(t) + e(t) (6)

where e(t) denotes the zero-mean circularly symmetric
complex-valued Gaussian white noise with variance δ2. Then,
the received signal r(t) is mixed with the complex conjugate
of the transmitted signal u(t). This procedure, referred to as
dechirping, yields a demodulated signal (beat signal) given
by y(t) = r(t) ·u∗(t). The beat signal after low-pass filtering
can be approximately written as:

y(t) =

K∑
k=1

α̃ke
−j2π

[(
2Brk
Tc +

2f0vk
c

)
t+

2f0vkT

c q
]

+ α̃Ie
−j2π

[(
BrI
Tc +

f0vI
c

)
t+

2f0vIT

c q
]
+ ẽ(t),

(7)

where α̃k = αkαte
−j2πf0

2rk
c , α̃I = αIαte

−j2πf0
rI
c and

ẽ(t) = e(t) · u∗(t).
Let fs denote the sampling frequency to sample the re-

ceived signal, then the signal model in Eq. (7) becomes:

y(n,m) =

K∑
k=1

α̃ke
−j2π(fr,km+fd,kn)

+ α̃Ie
−j2π(fr,Im+fd,In) + ẽ(n,m)

(8)

where n = 1, . . . , N and m = 1, . . . ,M represent the slow-
time and fast-time index, respectively.

3. METHODS

In this section, we make full use of two important characteris-
tics of interference, one-way propagation and high power, to
achieve ghost target interference mitigation.

177

Authorized licensed use limited to: University of Science & Technology of China. Downloaded on May 15,2024 at 07:59:30 UTC from IEEE Xplore.  Restrictions apply. 



(a) (b) (c)

Fig. 3. (a). An illustration of slow-time coding. (b). The ghost target interference in the range-Doppler domain without slow-
time coding. (c). After slow-time coding, the ghost target becomes the noise floor in the Doppler domain. Here, the target echo
of interest and the ghost target is marked with black and red circle, respectively.

Since the interference is one-way propagation, while the
target echo experiences two-way round trips, it is natural to
use coding-based methods to separate interference from the
target echo. However, existing coding-based methods not
only have high computational complexity, but also require
collaboration between different radars, and cannot be directly
used in modern road scenarios. These limitations remind us
to use random code sequences to achieve ghost target inter-
ference mitigation.

The random slow-time coding sequence used in a sin-
gle CPI is illustrated in Fig. 3(a). The coding sequences
of the two identical radar systems are denoted as c =
[c1, c2, · · · , cN ]T and z = [z1, z2, · · · , zN ]T . Then, at the
transmitter of the victim radar, the transmit signal becomes
c(n)u(t), and the transmit signal of the aggressor radar is
z(n)u(t), respectively. To keep constant transmit power over
the N chirps, we constrain the code sequences to be unimod-
ular, i.e., |cn| = |zn| = 1, n = 1, 2, · · · , N .

At the receiver of the victim radar, after dechirping, the
digital data samples in Eq. (8) becomes:

y(n,m) =

K∑
k=1

α̃ke
−j2π(fr,km+fd,kn)

+ α̃Ic
∗(n)z(n)e−j2π(fr,Im+fd,In) + ẽ(n,m).

(9)

By performing 2-D Fast Fourier Transform (FFT) operation
on Eq. (9), we can obtain the corresponding range-Doppler
spectrum.

The effect of ghost target interference in the range-
Doppler domain with and without slow-time coding is il-
lustrated in Fig. 3(b) and Fig. 3(c). As we can see in Fig.
3(b), without slow-time coding, the interference signal ap-
pears as a ghost target in the range-Doppler domain. After
slow-time coding, due to the different code sequences used in
different radars, the ghost target interference is converted to
the noise floor in the Doppler domain, as shown in Fig. 3(c).

Although the ghost target interference disappears, the in-
creased noise floor still reduces the sensitivity of the radar
sensor and masks the weak target, and thus needs to be fur-
ther addressed. We notice that the power of the interference
is usually high due to its one-way propagation characteristic.
Based on this observation, an efficient SINR maximization
principle can be adopted to further eliminate the influence of
ghost target interference.

The optimization goal is to find an optimal weight vec-
tor v ∈ CN×1 to maximize the output SINR in the Doppler
domain, as follows:

max
v

Ps

Pi + Pe
(10)

where Ps, Pi and Pe represent the power of the target echo,
interference, and noise; Pi+e = Pi+Pe = vH(Ri+Re)v =
vHRi+ev; Ri and Re denote the covariance matrix of the
interference and noise; Ps = α2

sv
Ha(fd)a

H(fd)v; α2
s repre-

sent the power of input signal; a(fd) = [1, · · · , e−j2πfd(N−1)]
is the steering vector in the Doppler domain.

Then, Eq. (10) can be rewritten as:

max
v

α2
sv

Ha(fd)a
H(fd)v

vHRi+ev
. (11)

Since matrix Ri+e is a semi-positive Hermitian matrix, it can
be decomposed as: Ri+e = LLH . Define ṽ = Lv and
ã(fd) = L−1a(fd), then Eq. (11) is equivalent to:

max
v

α2
s|ṽã(fd)|2

|ṽ|2
. (12)

According to Rayleigh inequality [22], Eq. (12) obtain the
maximum value when:

ṽopt = βã(fd)

= βL−1a(fd)
(13)
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(a)

(b)

Fig. 4. (a). The left picture is the range-Doppler image after
slow-time coding when the interference power is 10 dB, and
the right picture is the corresponding Doppler spectrum. (b).
The interference power is 20 dB, and the target is marked with
black dotted circle.

where β is a constant value. Then the optimal weight vector
vopt is:

vopt = β(LH)−1L−1a(fd)

= βR−1
i+ea(fd).

(14)

Using matrix inverse lemma, Eq. (14) becomes:

vopt = βR−1
i+ea(fd)

= β

[
R−1

y +
α2
sR

−1
y a(fd)a

H(fd)R
−1
y

1− α2
sa

H(fd)R
−1
y a(fd)

]
a(fd)

= βR−1
y a(fd).

(15)

In practice, the true value of the signal covariance matrix
Ry is hard to obtain, and we usually use the received signal y
to fit it, e.g., Ry = yyH . Finally, by using the optimal weight
vector vopt, we can largely mitigate the influence of the ghost
target interference.

4. NUMERICAL EXAMPLES

Consider two identical radars working in the scenario, one
as victim radar and the other as aggressor radar. The car-
rier frequency, chirp bandwidth and chirp duration of the two
radars are set to: fc = 77GHz,B = 500MHz, T = 50µs,
respectively. The chirp number within a single CPI is 256.
The sampling frequency is set to 25MHz, and 512 data sam-
ples are collected in a chirp. Then, the size of the received

Fig. 5. The interference mitigation performance in the
Doppler domain after using the proposed method.

signal in a single CPI is 256 × 512. Assume that there are
two targets in the environment, and their range, radial veloc-
ity and the corresponding parameters of the aggressor radar
are {30m, 30m, 30m}, {−10m/s, 10m/s, 20m/s}, respec-
tively. The power of both targets is set to 0dB. Note that
the code sequences used in our simulation are all random bi-
nary sequences with a modulus of 1. The signal-to-noise ratio
(SNR), defined as 20 log10{α1/δ}, is set at 10 dB.

After random slow-time coding, the range-Doppler image
obtained by 2-D FFT is presented in the left part of Fig. 4(a)
and Fig. 4(b). The interference power is 10dB and 20dB, re-
spectively. In order to better present the impact of interference
in the Doppler domain, we take the Doppler spectrum corre-
sponding to the specific range bin on the right part. Compared
with Fig. 3(b), after random slow-time coding, the ghost tar-
get is converted to the noise floor in the Doppler domain. The
higher the interference power, the higher the increased noise
floor, as shown in Fig. 4. Even worse, the increased noise
floor caused by interference completely masks the targets in
the right part of Fig. 4(b). Then, we deploy the proposed
SINR maximization algorithm to tackle this problem, and the
obtained Doppler spectrum is presented in Fig. 5. As we can
see, the SINR in the Doppler domain is improved to 27dB,
and two masked targets can be reliably detected now.

5. CONCLUSIONS

In this paper, we studied the mutual interference between
identical or similar automotive radar systems. By exploiting
the one-way propagation and high power characteristics of
interference, the ghost target can be efficiently suppressed
in the Doppler domain through an SINR maximization prin-
ciple. Different from existing coding-based methods, our
method can work with any random code sequences, which
is very suitable for large-scale use. Numerical examples are
provided to demonstrate the effectiveness of the proposed
interference mitigation algorithm.
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