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Abstract—Coexistence of WiFi and ZigBee in 2.4 GHz ISM band is a long standing and challenging problem. Previous solutions
either require modifications of current ZigBee protocols or WiFi re-configurations, which is not feasible in large-scale wireless sensor
networks. In this paper, we present WizBee, a coexistence system using single-antenna sink without changing current WiFi and ZigBee
design. WizBee is based on an observation that WiFi signal is about 5 dB to 20 dB stronger than ZigBee signal in symmetric area,
which leaves much room for applying interference cancelation technique to mitigate WiFi interference, and extract ZigBee signals.
However, we need to cancel the WiFi interference perfectly for residual ZigBee signal decoding, which needs more accurate channel
coefficient across data transmissions in spite of cross technology interference. For robust and accurate WiFi decoding, we use soft
Viterbi decoding with weighted confidence value over interfered subcarriers. Consequently, our solution uses decoded data for channel
coefficient estimation instead of conventional training symbol based methods. The key insight is that, the signal recovery opportunity
for cross technology coexistence, lies in multi-domain information, such as power, frequency and coding discrepancies. Using these
information properly will improve the coexistence network throughput effectively.
We implemented WizBee in USRP/GNURadio software radio platform, and studied the decoding performance of interference
cancelation technique. Our extensive evaluations under real wireless conditions show that WizBee improves ZigBee throughput up
to 1.9×, with median throughput gain of 1.2×.

Index Terms—Cognitive networks, Physical Layer, Sensor Networks
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1 INTRODUCTION

The past decade has witnessed a wide use of 802.15.4-
based wireless sensor networks (i.e. ZigBee networks)1

in the area of medical health care [24], environment
monitoring [18] [26], et al.. In particular, there are in-
creasing interest on deploying them to provide real-time
and long-term monitoring in urban area, e.g., CitySee
[19]. ZigBee networks share the same 2.4 GHz-ISM band
with WiFi networks, which are often widely deployed
in urban area to provide ubiquitous Internet access.
However, it imposes a coexistence issue with difficulty.
Recent studies [17] have shown that ZigBee’s perfor-
mance degrades dramatically during busy WiFi traffic.

Several types of solutions have been proposed to
address the cross technology coexistence. The first type
of approach is to do centralized frequency planning
beforehand, separating different technologies in non-
overlapping spectrums. The second type of approach [8],
[9], [23], [31] requires the wideband devices (e.g., WiFi) to

1. In this paper, we make no distinction between IEEE 802.15.4
standard and ZigBee, because we mainly focus on PHY/MAC layer.
It also applies for IEEE 802.11 standard and WiFi.

vacate the spectrum being used by narrowband devices
(e.g., ZigBee), thus achieving interference-free coexis-
tence in frequency domain. The third approach designs
novel ZigBee protocols (e.g., predication [10], recovery
[17], prevention [28], [32]), or customized preambles [22]
to ensure ZigBee networks interference-free from WiFi
networks in time domain.

Unfortunately, such solutions cannot be easily de-
ployed in urban monitoring scenario for several reasons.
First, WiFi networks in urban area are uncontrolled
and unpredictable, especially in residential area, which
makes centralized coordination and modification of WiFi
devices infeasible. Second, these aforementioned novel
protocol solutions either consume computation resource
at weak sensor nodes, or require network coordination,
leading to severe overhead. Third, some of these novel
solutions mentioned above require re-programming of
ZigBee nodes, and reduce the performance of WiFi net-
works, which are not feasible in large-scale and long-
term urban monitoring scenario.

To tackle these challenges, we present WizBee (i.e.
Wise ZigBee system), an extension to current ZigBee
networks with intelligent sink node. The design of Wiz-
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Bee is motivated by the observation that WiFi signal is
much stronger than ZigBee signal when they collide,
leaving much room for applying interference cancel-
lation technique, especially in symmetric area [17]. To
recover ZigBee packet during WiFi/ZigBee collision,
WizBee first extracts WiFi packet, then subtracts WiFi
interference and decodes ZigBee packet. To provide such
collision resolution capability, WizBee adds WiFi inter-
ference management component, and redesigns existing
sink architecture. The novel design allows concurrent
access of WiFi and ZigBee packets. Furthermore, the
redesigned architecture is capable for connecting with
multiple ZigBee networks using orthogonal channels.

Notably, such design is non-trivial and challenging.
WizBee could coexist ZigBee signal with WiFi using
only one antenna, which is fundamentally different from
previous MIMO based scheme [4] [1], as well as other
single antenna schemes needing additional aiding nodes
[32]. For single antenna design, we especially need more
robust and accurate WiFi signal decoding scheme, even
in presence of the ZigBee interference. Also, as the de-
codable signal need to be reconstructed for interference
cancellation, more accurate channel coefficient estima-
tion as well as effective interference boundary detection
are needed.

We use two innovative methods to address these two
challenges. First, we use soft Viterbi algorithm on each
subcarrier for confident interval evaluation. Cross tech-
nology interference differs from distinctive subcarrier,
and this information can be leveraged for robust WiFi
data decoding. Second, we use the decoded data as
training sequences for frequency offset compensation in
channel coefficient estimation, which differs short train-
ing symbol and long training symbol methods. We find
that, for WiFi interference cancellation, the historical data
can be also used for coming data correction iteratively.
Our key insight in WizBee is that, for cross technology
coexistence, there are opportunities in power, frequency
and coding domain, because different configurations will
provide multi-domain hints for interference mitigation
and signal recovery. Also, the schemes in WizBee suc-
cessfully close the gap between WiFi and other ISM
band technologies, as ZigBee is similar to WiFi in many
aspects and bearing fully semantic information.

WizBee presents several attractive properties. First,
unlike previous solutions that either sacrify ZigBee per-
formance or WiFi performance, WizBee achieves coex-
istence without intervention. WizBee does not need to
suppress WiFi interference to ZigBee, thus improving
ZigBee’s throughput without affecting WiFi’s network
latency. Second, WizBee is a seamless solution, providing
seamless backward compatibility. In spite of adding a
new sink device, WizBee is a very practical solution:
it requires no modification of existing ZigBee protocols
and existing deployed ZigBee nodes. Also the extra cost
of adding sink is likely to be small compared with re-
deployment of massive sensor nodes. We envision the
WizBee approach could also seamlessly support future

home wireless networks [21], where many WiFi-based
and ZigBee-based wireless devices are equipped perva-
sively.

We make the following contributions in this paper:
• We revisit the coexistence problem in urban moni-

toring scenario, and propose a novel WizBee solu-
tion based on WiFi interference cancellation tech-
nique to enhance ZigBee networks performance.
Our solution uses single antenna, leveraging the
significant power discrepancy between WiFi and
ZigBee signals. To the best of our knowledge, Wiz-
Bee is the first system design to effectively coexist
WiFi and ZigBee signals with only one antenna,
where no more modifications are needed for WiFi
and ZigBee devices.

• We propose an innovative interference cancellation
scheme for ZigBee signal coexistence, where WiFi
decoding is used for channel coefficient estimation
in an iterative way. For accurate and robust WiFi
decoding, we apply soft Viterbi decoding scheme
across different subcarriers. As only portion of sub-
carrier is interfered, such scheme could evaluate
different confidence among subcarriers, which helps
improve the decoding robustness. Also, a data-aided
channel coefficient computation scheme is put for-
ward for frequency offset compensation.

• We have implemented WizBee in USRP/GNURadio
platform, and characterized the cancellation perfor-
mance. Extensive evaluations show the performance
gain over existing systems. Evaluations under real
wireless conditions show that WizBee can improve
1.6× throughput for ZigBee networks over 80%
cases, with median throughput gain of 1.2×. More
importantly, we have presented a ‘decodable’ SNR
range when WiFi and ZigBee signals are coexisted
with only one antenna. For one antenna system, the
range is 5dB to 20dB, i.e., the WiFi signal is at least
5dB higher than ZigBee signal. Such constraint can
be easily satisfied in symmetric range.

The rest of the paper is organized as follows. In
section 2, we provide background on ZigBee and WiFi
systems, and specific characteristics of WiFi&ZigBee sig-
nals. Also, We overview the system design in Section 3.
After describing our system design in detail for the
interference mitigation process in Section 4, and imple-
mentation in Section 5, we evaluate the performance of
WizBee in Section 6. Further, we discuss the relevant
MIMO design and introduce related work in Section 6.4
and Section 7 respectively. Finally, we conclude the work
in Section 8.

2 PRELIMINARY

2.1 Background on 802.11 and 802.15.4
WiFi and ZigBee are targeted at different applications.
WiFi is designed for high-throughput transmission, but
in need of high-power. While ZigBee is designed for
low-cost industry control, e.g., environment monitoring,
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showing the low-power merit. WiFi (11g) can support
transmission rate from 6Mbps to 54Mbps using Or-
thogonal Frequency Division Multiplexing (OFDM) tech-
nique2, while ZigBee’s (IEEE 802.15.4) transmission rate
is only 250Kbps using Direct Sequence Spread Spectrum
(DSSS) technique in 2.4GHz ISM band. Thus, for trans-
mitting a typical WiFi packet with 1500 bytes, WiFi needs
at most 2ms. For transmitting a maximum-length packet
(127 bytes), ZigBee needs about 4ms. In MAC layer, both
technologies use CSMA/CA mechanism to coordinate
channel access, and rely on Clear Channel Avoidance
(CCA) mechanism to detect whether the carrier is idle.

Recent studies have shown that ZigBee is vulnerable
to WiFi, while not vice versa in necessary. Two key rea-
sons lead to this phenomenon. First, WiFi’s transmission
power is about 10 to 100 times higher than ZigBee [17],
[32], leading to poor sensibility of ZigBee devices to
WiFi devices under threshold-based CCA mechanism.
Therefore, ZigBee devices are possibly affected by high-
power WiFi devices. Second, due to ZigBee’s low data
rate and low cost, the time resolution ability is relatively
coarse and slow. For example, the backoff time slot in
ZigBee system is 320µs, and CCA operation delay is
128us. The TX/RX switching time can be up to 192µs. On
the other hand, for WiFi (IEEE802.11g), the time slot is
9µs, and the CCA detection time is less than 4µs. Shorter
basic operation times of WiFi system make it easy to
win the channel contention. The readers can refer to [17],
[32] for a detailed explanation of packet confliction and
resolutions schemes.

2.2 Characteristics of WiFi/ZigBee Signal
To have a deep understanding on why WizBee can
deal with collision signal, we show the characteristics
of WiFi and ZigBee signals in frequency and time do-
mains. To present the signal-level signature, we use
USRP/GNURadio software radios to collect real-time
traces, and analyze them in off-line mode.

As we stated before, WiFi uses 20MHz spectrum band-
width while ZigBee uses 2MHz. Besides, their central
working frequencies are also different. Even though in
the same 2.4GHz ISM band, there are still four orthogo-
nal and interference-free channels from WiFi channels.
Hence in one single WiFi channel, there are at most
four ZigBee channels overlapping with it. Without loss
of generality, we consider a particular co-channel exam-
ple: WiFi uses channel 6 (with 2.437GHz as its central
frequency), and ZigBee uses channel 17 (in 2.435GHz
central frequency).

3 WIZBEE OVERVIEW
3.1 Problem Domain
The reason for investigating the one-antenna solution
is two-folds. First, one antenna system is still widely

2. WiFi in 2.4GHz ISM band includes IEEE 802.11b/g/n standard.
We focus on 802.11g/n standard, since OFDM has become the standard
physical layer for next-generation wireless communication (e.g., LTE,
WiMAX).

existed in nowadays communication system. Although
adding one or more antennas for MIMO system is
beneficial and applicable, investigating the interference
management capability for one antenna system is still
needed, because mining the one-antenna potential capa-
bility still helps to enhance the multi-antenna system.
For example, a 3-antenna system, if two antennas are
leverage to receive 2 MIMO signals and the other one
will also need to deal with the coexistence problem
where 2 heterogeneous wireless signals are concerned.

Second, we find that, in one antenna system, the signal
strength, that is, the receiving energy plays important
role. And in real network deployment, when WiFi in-
terference is heavy, and quite often, the signal strength
of WiFi is significantly larger than ZigBee signal. There
are fruitful of opportunities in leveraging this effect to
recover WiFi signal and help to improve the ZigBee
network throughput.

3.2 Design Overview
In this section, we present an overview of WizBee sys-
tem. WizBee is designed to be compatible with current
ZigBee and WiFi system, and do not need any protocol
modification. The only requirement is to replace conven-
tional ZigBee sink with WizBee sink. Figure 1 shows a
typical scenario where WizBee, WiFi and ZigBee systems
are working together. For the two sensor networks in
this scenario, one uses conventional ZigBee sink (the
right most ZigBee network in Figure 1), and the other
uses WizBee sink (the left most ZigBee network). Sensor
nodes are collecting and reporting real-time data to sink
node. The WiFi access point is providing data service to
WiFi clients at the same time, leading to severe WiFi
interference. Obviously, the conventional ZigBee sink
cannot decode the ZigBee signal in presence of WiFi
interference. However, with proper WiFi interference
cancellation design, WizBee sink can decode the collided
signal. Therefore, the interfered signal of WizBee sensor
network can be recovered, while the conventional ZigBee
sensor networks suffer from interference.

Fig. 2 shows the system architecture of WizBee, in-
cluding the RF front-end, spectrum component, WiFi
interference management, and ZigBee physical layer
(ZigBee PHY). RF front-end utilizes wide-band sampling
and transmission, which can be used for managing
several orthogonal ZigBee channels. Spectrum compo-
nent is used to filter out samples of interested channel
for decoding, or combine samples from several chan-
nels. Interference management block takes in charge of
WiFi interference detection, estimation and cancellation,
which is a key component of WizBee. Finally, WizBee
includes standard ZigBee physical layer for modulation
and demodulation.

4 DESIGN OF WIZBEE

In this section, we describe WizBee design in details.
Before diving into details, we first illustrate how WizBee
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Fig. 1: Illustration of coexistence of WizBee, ZigBee and
WiFi systems: under WiFi interference, conventional Zig-
Bee sink can not decode collided ZigBee packet, while
our WizBee sink can.

sink works. Taking uplink packet reception for example,
WizBee sink works in following seven steps: The signal
from the RF front end will be processed firstly for spec-
trum slicing and combining. If the WiFi interference is
detected, WizBee will process the WiFi decoding, and use
decoded data for accurate channel coefficient estimation.
After that, the WiFi signal is mitigated by interference
cancellation module, where the residual signal can be
used for ZigBee decoding.

4.1 Spectrum Slicing/Combining

In order to incorporate several ZigBee orthogonal net-
works and WiFi signal cancellation, WizBee uses wide-
band RF front-end. However, wideband sampling means
that the sampled signal has a wide spectrum, which
can not be used for decoding directly. The spectrum
slicing block tries to convert sampled signal to suitable
signal for ZigBee decoding. In this paper, we use typical
WiFi setup (e.g. WiFi channel 6: 2.437 GHz, 20 MHz
bandwidth) to determine front-end parameters (complex
sampling rate: at least 20 MHz).

We first assume there is no WiFi interference dur-
ing ZigBee’s communication. Suppose xz(t) be sampled
value from ZigBee packet, and Hz be the corresponding
channel coefficient of ZigBee transmission. Then we have
y(t) = Hzxz(t)e

j2πδf t+n(t), where y is the reception sig-
nal, and δf is the central frequency offset between WiFi
and interested ZigBee signal, and n(t) is the background
noise.

The spectrum slicing/combining design includes three
steps: frequency translation, FIR filtering and re-sampler.
The goal of frequency translation step is to get rid of fre-
quency offset δf , which can be achieved by multiplying
the incoming signal with e−j2πδf t. Since the bandwidth
of WiFi is 20 MHz, which is larger than 2 MHz (the
information is not lost due to Nyquist sampling theo-
rem), we can use e−j2πδf ty(t) to extract ZigBee packet. To
improve the SNR of ZigBee reception channel, we add
an FIR filter to filter out unwanted out-of-band noise.
Then we employ a re-sampler block lowering down

the sampling rate to improve the decoding speed while
retaining necessary signal information.

The spectrum combining block design in transmission
chain is just the reverse process, so we omit the details.
For extension to multiple orthogonal ZigBee networks,
we only need to add parallel reception chain with dif-
ferent frequency translation parameters.

4.2 Interference Detection
In our design, WizBee invokes the interference cancella-
tion block only if it confirms the WiFi transmission starts.
To do so, we take the standard auto-correlation approach
that has been widely adopted to detect WiFi packets
for the WiFi interference detection. The key idea is to
exploit repeated patterns in short training symbol (STS)
of WiFi packet. The auto-correlation means summing up
the multiplications between the received signal and its
delayed form. Let rt denote the tth sample, and L denote
the length of the meta-repeating. The auto-correlation
output can be represented as

cn =

L−1∑
k=0

rn+kr
∗
n+k+L,

where r∗t is the conjugate of the tth sample.
In order to yield a normalized result, we need to

calculate

pn =

L−1∑
k=0

rn+k+Lr
∗
n+k+L =

L−1∑
k=0

|rn+k+L|2.

The final auto-correlation result is mn = |cn|2/(pn)2,
which means the correlation of current samples with past
samples essentially. Only when a real WiFi packet comes,
the auto-correlation output mn is about to approach
1, because the real WiFi packet includes ten repeated
sequences. Otherwise, the randomized noise would not
give a high mn.

For WiFi packet boundary detection, we exploit packet
length information embedded in SIGNAL symbol at the
beginning of a WiFi packet. Also, the dramatic power
decrease at the end of WiFi packet (in our current
implementation we use 10 dB) could help us to check
the packet boundary.

4.3 WiFi Decoder
There are mainly three components for WiFi decoding:
synchronization, channel estimation and demodulation.

Synchronization is achieved by exploiting the pream-
ble of WiFi frame, including Short Training Symbols
(STS) and Long Training Symbols (LTS). There are three
steps in synchronization: frame synchronization, carrier
frequency synchronization and symbol timing synchro-
nization. Frame synchronization and carrier frequency
synchronization are performed by using the 10 repeated
STS. We use auto-correlation to perform frame syn-
chronization as described in Section 4.2. While, CFO is
derived by a data-aided maximum-likelihood estimator.
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Fig. 2: System Architecture of WizBee, including RF
front-end, spectrum component, WiFi interference man-
agement, and ZigBee PHY. The WiFi data is an optional
output.

Let the transmitted signal be sn, the carrier frequency
offset be f∆, and sampling time be Ts, then the received
complex baseband signal rn is

rn = sne
j2πf∆nTs

Let D be the delay between the identical samples of the
two repeated symbols. Denoting z =

∑L−1
n=0 rnr

∗
n+D, we

can derive

z = e−j2πf∆DTs

∑L−1

n=0
|sn|2

The CFO can be estimated as

f̂∆ = − 1

2πDTs
arctan z

.
Finally, the received signal can be compensated as

r̂n = rne
−j2πf̂∆nTs

Symbol timing synchronization is achieved by using
LTS. After CFO compensation, we use cross correlation
method between LTS and the received signal for symbol
level synchronization. Then the Cyclic Prefix (CP) is
removed accordingly. A Fast Fourier Transform (FFT) is
carried out to transform the received signal from time
domain to frequency domain.

Channel estimation is performed with a frequency do-
main approach. The channel estimation can be calculated
as

Ĥk = (R1,k +R2,k)X
∗
k

where R1,k and R2,k are the received LTS, Xk is the
transmitted LTS, X∗

k is the conjugated form of Xk, and
Hk is the channel response of subcarrier k.

Demodulation include phase error tracking, symbol
decision, de-interleaving and Viterbi decoding. We ex-
ploit ‘pilot subcarrier’ for phase error tracking. After the
receiver performed the aforementioned synchronization,
we use soft decision technique to decide what is the
most likely transmitted symbol for each received symbol.
Then, de-interleaving and Viterbi decoding is performed
to get the most likely bits.

For robust WiFi decoding, we use soft Viterbi al-
gorithm. It use additional information to indicate the
confidence of the input decisions, and produces a more
accurate estimation of transmitted codes. Such good
character enables us to design robust WiFi decoding.
Note that, in frequency domain, the ZigBee signal can
only interfere portion of subcarriers, and we can know
the exact subcarriers through previous spectrum slicing
scheme. Taking advantage of this merit, we assign differ-
ent weights to subcarriers. For the interfered subcarriers,
the ‘ZigBee noise’ should be evaluated for its SNR value.
We omit the detailed soft output Viterbi algorithm design
as it can be referenced in classic books [27] and web site
[29].

4.4 Accurate WiFi Channel Coefficient Estimation

To estimate Hw accurately, we leverage the known long
training symbols (LTS) at the beginning of a WiFi packet.
The estimation algorithm is called least square algo-
rithm, which is widely used due to its low complexity.
Note that OFDM modulates bit information in frequency
domain (i.e. subcarriers). Therefore, we estimate the fre-
quency response of the channel as a complex value at
each subcarrier. Suppose Xm = (Xm[0], · · ·, Xm[n − 1])
is the mth training symbol used in the n subcarriers,
and Ym[k] be the corresponding value of kth subcarrier.
The frequency response of each subcarrier k can be
represented as: Ĥm[k] = Ym[k]

Xm[k] .

In practice, there are several symbols used for channel
estimation, and we can average over all estimation Ĥm[k]
to get a more accurate Ĥ[k]. After getting channel fre-
quency response, we can apply the inverse fast Fourier
transform (IFFT) to obtain the channel impulse response.
Then the channel impact on transmission samples is easy
to be emulated using a standard finite impulse response
(FIR) filter.

However, there are two weaknesses when appling
this approach in our scenario. First, since WiFi standard
defines 64 subcarriers but only uses 52 data subcarriers,
there are 12 zero subcarriers left. It is hard to estimate
channel frequency response in those zero subcarriers. In
other words, we cannot get accurate channel impulse
response, which may lead to high residual noise. Second,
the channel estimation using long train symbol is not
enough, and pilot phase tracking is very important. It
is difficult to apply phase rotation using FIR filter ap-
proach, which can also lead to high residual noise. There-
fore, we implement signal cancellation in the frequency
domain symbol by symbol. The canceled signal in fre-
quency domain can be represented as (H[k]−Ĥ[k])Xw[k].
Then we use IFFT to obtain the signal in time domain.

We also note that, another main reason leading to
inaccurate channel coefficient is frequency offset between
Tx and Rx terminals. We propose a linear model for
frequency offset compensation. With the accumulated
symbols over time, our linear model can automatically
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adjust the frequency between Tx and Rx nodes, and will
not be affected by the transmission duration.

Another issue is that we need to cut Cyclic Prefix (CP)
in OFDM symbol carefully. CP is an important design in
OFDM systems to combat inter-symbol interference, and
relax the time synchronization accuracy. However, in our
interference cancellation scenario, we need to calculate
the exact symbol boundary. Otherwise, we cannot recon-
struct the complete OFDM symbol in time domain. We
use cross-correlation technique, which means correlating
incoming signal with pre-known symbol (long training
symbol). When getting the maximum peak value, we can
find the symbol being distorted in channel. In this way,
we can judge the exact symbol boundary accurately.

4.5 Interference cancellation
The key design of WizBee is based on the observation
that it is possible to decode WiFi and ZigBee packets
even when they access the channel at the same time,
because the signal strength of WiFi is always 5∼20dB
stronger than that of ZigBee due to high transmit power
[17]. Therefore, we can first regard ZigBee signal as
background noise, and apply standard decoder to de-
code WiFi packets. Given enough SNR of WiFi signal,
it is possible to first decode WiFi packet. Then, we re-
modulate the transmission signal, add the real channel
impact, and use Interference cancellation (IC) technique
[2] to subtract the strong known WiFi signal. If we
can mitigate WiFi signal from the mixed signal, we can
use standard ZigBee decoder to extract ZigBee packets.
The overall processing is called Successive Interference
Cancellation (SIC), which is a useful tool for dealing with
diverse power transmissions.

In achieving higher accuracy of the signal recovery,
we consider the mixed (collided) signal y(t), and down-
sample it using central frequency with the bandwidth
of WiFi system. Let xw(t) be the signal from WiFi, and
xz(t) be the signal value from ZigBee. Then we have

y(t) = Hwxw(t) +Hzxz(t)e
j2πδf t + n(t),

where Hw and Hz are the channel coefficient of WiFi and
ZigBee respectively, n(t) is noise, and δf is the central
frequency offset between WiFi and ZigBee signals.

When Hwxw(t) is much larger than Hzxz(t), we can
regard Hzxz(t)e

j2πδf t + n(t) as new noise N(t), and get
xw(t) using standard WiFi decoder. Then we re-modulate
the WiFi signal as Sw = Ĥwxw(t), and setup a new
formula as

Y (t) = y(t)− Sw = Hzxz(t)e
j2πδf t + n(t).

In this way, we can process Y (t) as in Section 4.1 to get
ZigBee packet.

4.6 ZigBee Decoder
The ZigBee data decoding subsystem performs frame
synchronization, phase ambiguity resolution and

OQPSK demodulation, chip to symbol decoding and
CRC calculation. The decision-directed phase error
detector of Fine Frequency and Phase Compensation
subsystem has two stable lock points at θe = 0
and θe = π and poses a π-phase ambiguity. As a
consequence, the carrier phase recovery PLL can lock
to the undemodulated carrier with a phase offset.
We exploit the preamble to resolve phase ambiguity.
Specially, we calculate the cross correlation of input
signal and modulated symbol zero (Remember that,
4-bit zeros are mapped to a 32 chip sequence. The chip
sequence is then modulated to 16 complex signals).
Then we estimate the phase of the cross correlation
result. We classify the estimated phase into 0 and
π phase offset. The input undemodulated signal is
corrected with this phase offset. After phase offset
compensation, the received signal is demodulated to
chip sequence. This chip sequence is cross correlated
with the chip sequence of symbol zero. If the cross
correlation result is less than a previously defined
threshold (10 in our implementation), a symbol zero of
preamble is considered to be found. Once we found a
preamble symbol with the estimated phase offset, we
continuously search the SFD (Start of Frame Delimiter)
byte in the incoming signal. If SFD is found, the physical
header information can be extracted and the packet can
be resembled. After the resembling is completed, the
CRC of this packet can be calculated.

4.7 Downlink Design

The downlink design also involves WizBee sink and
computationally weak sensor nodes. We try to accom-
plish downlink design by only modifying WizBee sink
node. Note that our architecture allows simultaneous
packet transmissions in orthogonal ZigBee channels. We
can adopt the design of CCS [32] to emit jamming signal,
making WiFi backoff explicitly. The key issues here are:
1) to determine how long the jamming signal is, and 2)
to use which power level to jam.

It is easy to deal with the first issue, since the transmis-
sion packets are generated by WizBee sink. The complex
timing calculation and network coordination in CCS
[32] is no longer needed. As for the second issue, note
that our interference detection block can provide WiFi
signal strength information, and ZigBee decoder gives
us ZigBee signal strength. Then WizBee can estimate the
distance between WiFi interferer and ZigBee receiver,
and adjusts the transmission power to keep ZigBee
downlink transmission from being interfered by WiFi
transmissions.

A notable concern is whether this design degrades
the WiFi performance. We argue that for environment
monitoring applications, downlink traffic is mostly ACK
packets [18]. In other words, very few downlink trans-
missions are reserved. Moreover, since we have an accu-
rate control of the jamming signal, the WiFi performance
loss is negligible.
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5 IMPLEMENTATION

We use GNURadio/USRP N200 with RFX2400 daughter-
board software radios to evaluate WizBee performance,
because WizBee design requires complete control on
wireless physical layer (e.g. WiFi signal-level control),
which cannot be acquired using commercial network
interface cards and sensor nodes. However, due to the
inherently long latency between RF and hosts, software
radios cannot support precise MAC layer timing control.
In other words, we cannot implement the whole system
currently, especially the carrier sensing and strict MAC
protocol. Therefore, we use trace-driven approach. It is
worth noting that, we collect real trace data and process
them with our proposed procedures. Actually, it is a real
experimental validation for WizBee design.

We implement the OFDM PHY layer of WiFi and 2450
MHz PHY layer of ZigBee according to IEEE Standard
802.11 [11] and 802.15.4 [12] respectively. The WiFi and
ZigBee USRP transmitters are configured to span 20
MHz and 2 MHz respectively. The PHY layer of WiFi in-
cludes a modulation choice of BPSK, QPSK, 16QAM and
64QAM and convolution codes with code rates specified
in IEEE Standard 802.11 [11]. The bit rates of WiFi PHY
layer in our prototype span from 6 Mbps to 54Mbps.
The 2450 MHz PHY layer of ZigBee employs a 16-ary
quasi-orthogonal Direct Sequence Spectrum Spreading
(DSSS) and Offset Quadrature Phase-Shift Keying (O-
QPSK) modulation techniques. We also implement a
coherent O-QPSK receiver to decode ZigBee packets.

In order to evaluate the WizBee decoding performance
under WiFi interference, we need to collect collision
signals. However, it is non-trivial to synchronize two
USRPs, since the packet collision happens in signal-
level (µs). We exploit the time stamp mechanism pro-
vided by GNURadio community to deliberately create
the WiFi/ZigBee collision. For example, ZigBee packets
are sent periodically every 5 ms, and WiFi packets are
sent periodically every 10 ms. Since ZigBee and WiFi
have different packet length, the overlapping pattern can
change as packets accumulate. Since RFX2400 daughter-
board does not support hardware gain control, we adopt
software-tuned approach to adjust the transmission sig-
nal strength.

6 EXPERIMENT RESULTS

In this section, we show the experiment results of WizBee
implementation using GNURadio/USRP testbed. Our
evaluations focus on the following questions:

• Are our WiFi/Zigbee decoders accurate enough?
• How accurate is our WiFi interference detection?
• What is the performance of ZigBee decoder after the

WiFi cancellation?
• What is the throughput gain achieved by WizBee?
Our goal is to show WizBee is plausible in practical

wireless environment. We conduct micro-benchmark to
evaluate the performance of interference detection and
interference cancellation. We then show the benefit of
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Fig. 3: Test Environment

interference cancellation by measuring the end-to-end
throughput gain of WizBee in real wireless environment.

6.1 Experiment Setups
Fig. 3 shows the layout of our testing environment. It
is a typical working office where tables and chair are
equipped in an indoor area with walls and windows all
around. Without loss of generality, we fix the channel of
WiFi and ZigBee to 5 and 16, i.e. with center frequency
of 2432 MHz and 2430 MHz. The bandwidth of WiFi
and ZigBee is 20 MHz and 2 MHz respectively. In
order to evaluate WizBee thoroughly, we need to collect
packets with various collision patterns. However, due to
the inherently unpredictable and long latency between
USRP and hosts, it is non-trivial to control different
USRPs to generate various collision patterns. We exploit
the time stamp provided by USRP UHD driver [3]
to deliberately create various collision patterns. In the
following experiments, the lengths of WiFi packets are
chosen from 256(BPSK), 512(QPSK) and 1024(16-QAM)
Bytes according to different modulation schemes (shown
after the packet length respectively), and the ZigBee
packet length is set to 20 Bytes. In such a configuration,
the packet transmission time is 0.36 ms for WiFi and 0.83
ms for ZigBee. The packet interval for WiFi and ZigBee
packets is set to 1.5 ms and 1.612 ms respectively.

6.2 Micro Benchmark
6.2.1 Interference Cancellation
We then evaluate the performance of interference cancel-
lation with WizBee decoder. We place WizBee receiver in
location A as shown in Fig. 3. The WiFi and ZigBee trans-
mitters are placed in location 1 and 2 respectively. Due
to the hardware limitations on RFX2400 daughterboard,
we can not adjust the transmission gain. Thus we adjust
the signal strength with software to generate signal with
different SNR. The SNR values of WiFi signal are ranging
from 5 dB to 30 dB. And the SNR of ZigBee packets are
5 dB and 10 dB, which are typical in real deployments
[17] [18].



TRANSACTIONS ON MOBILE COMPUTING 8

 0

 0.5

 1

 1.5

 2

 2.5

 3

 10  15  20  25  30

T
h
ro

u
g
h
p
u
t 
(M

b
p
s
)

SNR (dB)

w/o weighted subc
w/   weighted subc

(a) When WiFi Modulation is
QPSK

 0

 1

 2

 3

 4

 5

 6

 10  15  20  25  30

T
h
ro

u
g
h
p
u
t 
(M

b
p
s
)

SNR (dB)

w/o weighted subc
w/  weighted subc

(b) When WiFi Modulation is
16QAM

Fig. 4: Effects of Subcarrier Weighted Soft Viterbi Decod-
ing

To show the interference cancellation performance, we
select modulation scheme of BPSK, QPSK and 16QAM
with convolution coding rate 1/2 for WiFi nodes. The
corresponding data rates are 6 Mbps, 12 Mbps and
24 Mbps for WiFi nodes, and 250 kbps for ZigBee
nodes. Due to the high SINR requirement of 64QAM
modulation, we omit the evaluation of this modulation
scheme. Naturally, this kind of modulation may also be
not suitable for transmissions in low SINR environments,
especially in real network deployments.

We instruct the WiFi and ZigBee senders to transmit
every 100 frames with fixed power level, modulation
scheme and packet length at each trial. We dump the
data at WizBee AP side. After collecting 15 traces, where
100 frames are collected in each trace, we change the
transmission power, modulation and packet length for
another trial.

After collecting all the traces, we exclude the traces
that are severely interfered by unknown interference in
our everyday working environment (e.g. uncontrollable
WiFi APs). Then we apply interference cancellation to
the overlapping frames. In evaluating the interference
cancellation performance, we first remove the cases
where the WiFi frame fails to decode when corrupted
by ZigBee frames, since in this case, successive inter-
ference cancellation can not work. We then remove the
cases where the ZigBee frame can be decoded without
interference cancellation.

We defined the CSINR (cancellation based signal-to-
interference-and-noise) in our study, so as to show the
effectiveness of interference cancellation. CSINR is de-
fined as S+N

S+I+N , where S is the signal energy of the first
frame, I is the energy of interference frames, and N is
the noise. If the interference can be successfully canceled,
the ratio in our definition is 1, and the according value
is 0dB. Thus, the CDF figure for IC effects will be clear.

Figure. 5a shows the cancellation effects of WiFi sig-
nals. We compare the SINR value between a frame before
and after the interference cancellation. It can be seen
from Fig. 5a that the SINR of the frame before the start
of WiFi interference are ranging from -30 dB to -10 dB,
which coincides with the SNR value of WiFi frames in
typical cases. After WiFi interference cancellation, the
SINR are improved to -12 dB to 0 dB, which indicates
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Fig. 5: Performance of WiFi Cancellation. The x-axis of
Fig. 5a shows SINR of the frame before the start of WiFi
interference. The y-axis of Fig. 5a shows SINR after WiFi
interference cancellation. The x-axis of Fig. 5b shows the
SINR improvement of the frame before the start of WiFi
interference.

that most of the WiFi interferences have been canceled
effectively. It should be noted that not all the SINR
before the start of WiFi interference are around 0 dB
after interference cancellation. This is because ZigBee
frames overlap with WiFi frames in various patterns.
When the SNR of ZigBee frames is about 10 dB, and the
WiFi/ZigBee frames arrive at the same time, the SINR
can still around -10 dB even when the WiFi interference
has been mitigated.

Figure. 5b plots the Cumulative Distribution Function
(CDF) of the improvement of SINR. We can observe that
interference cancellation can effectively mitigate at least
8 dB WiFi interference. Also, we can find that, most of
the SINR improvement (over 80%) is around 10∼20 dB.

6.2.2 Frame Detection
Next, we evaluate the performance of frame detection
in WizBee implementation. We use the same data as in
previous experiment. For each experiment case, at least
1,000 WiFi and 1,000 ZigBee frames are used for the
evaluation of frame detection accuracy. We present the
detection results when the modulation scheme of WiFi
signal is BPSK, since the detection results of different
modulation schemes are similar.

Figure. 6a presents the detection ratio of ZigBee frames
under different experiment settings. FP stands for false
positive rate, which corresponds to the probability that
the algorithm falsely detects a frame when it does not
exist. While FN stands for false negative rate, corre-
sponding to the probability that the algorithm misses a
real frame and reports nothing. ZSNR is the SNR value of
ZigBee frames. And notably, the SNR value ZSNR = 5 dB
represents the case where no WiFi frames are transmitted
and the SNR value of ZigBee frame is 5 dB. According
Fig. 6a, we can see that both false positive rate and
false negative rate are negligible, except that the false
positive rate when WiFi SNR is 0 dB. To achieve a lower
false negative, it is reasonable and tolerable to keep
false positive a little bit higher. False positive detection
will make the WizBee decode packets without inference.
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Fig. 6: Detection Performance of WiFi and ZigBee. FP
stands for false positive rate, while FN stands for false
negative rate. The x-axis shows the SNR of WiFi frames.
ZSNR is the SNR of ZigBee frames. ZSNR = 0 dB is the
case where no ZigBee frame is transmitted. WSNR = 0
dB is the case where no WiFi frame is transmitted.

Naturally, we need to raise the false positive rate to
ensure very low false negative rate.

Figure. 6b shows the detection ratio of WiFi frames
under different SNR values. It is worth noting that,
the SNR value ZSNR = 0 dB is the case where no
ZigBee frame is transmitted. We can see that for all SNR
values of WiFi signal, the FP and FN detection rate of
WiFi frame are extremely low, such that, they can be
negligible.

6.2.3 Throughput Gain
We then evaluate the throughput performance of WizBee
under different settings, and use the same data set
collected in previous experiment for evaluation.

We first study the benchmark performance of through-
put for both WiFi and ZigBee networks. Fig. 7a shows
the benchmark throughput of WiFi networks, i.e. there
is no ZigBee signal interference. We can see that the
throughput of WiFi networks with BPSK and QPSK
modulation can achieve its maximum value for all SNR
values from 5 dB to 30 dB. When the SNR of WiFi
is greater than 20 dB, the throughput of WiFi with
16QAM modulation can achieve its maximum value.
Since 16QAM modulation is not resilient to noise, the
throughput of 16QAM modulation is less stable than
BPSK and QPSK modulations. Fig. 7b shows the bench-
mark throughput of ZigBee networks when there is no
WiFi signal interference. The x-axis of Fig. 7b is not the
SNR value of ZigBee frames. It is only for the purpose
of plotting. We can see that there is little difference
between the throughput of ZigBee networks when SNR
is 5 dB and 10 dB. Both cases can achieve the maximum
performance in our experiment testing. The benchmark
throughput of WiFi and ZigBee networks validate our
implementations on WiFi/ZigBee decoder.

The throughput gain of WizBee networks over bench-
mark ZigBee networks is shown in Fig. 8. According to
the results we obtain the following observations.

First, WizBee effectively improves throughput gain by
interference cancellation. From Fig. 8, we can see that
WizBee can improve throughput gain as high as 90%
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Fig. 7: Benchmark Throughput of WiFi and ZigBee

than benchmark. The throughput of ZigBee networks
with WizBee almost achieves 85% of the benchmark
throughput, in which case no WiFi interference is pre-
sented.

Second, the improved throughput gain increases as
the SNR of WiFi increases. This is because the higher
SNR value of WiFi, the more resilient to ZigBee inter-
ference. So, the successive interference cancellation can
work better. In particular, when the SNR of WiFi goes
too high, e.g. 30 dB for BPSK and QPSK modulation,
the throughput gain of WizBee decreases little. This is
mainly because when the SNR of WiFi goes too high,
the residual noise after interference cancellation remains
larger too. Thus, the throughput of ZigBee networks is
affected by the residual noise of WiFi signals.

Third, the improved throughput gain reduces as the
SNR of ZigBee increases. This is reasonable since higher
SNR of ZigBee packets leads to poorer decoding per-
formance of WiFi networks when the frame of the two
networks collide.

Last but not least, the throughput gain reduces as
the modulation order of WiFi increases. According to
Fig. 8c we can clearly see that the throughput gain of
WizBee become very small when the modulation of WiFi
networks is 16QAM. This is accordance with the SNR
requirement of higher order modulation schemes. This
phenomena also reveals the limitation of WizBee, which
requires large SNR difference and high interference re-
silient capacity for interference modulation technique.

Fig. 9 shows the throughput of WiFi networks under
the impact of ZigBee signals. We observe that the impact
of ZigBee signal is limited when the SNR of WiFi is
greater than 25 dB for BPSK and QPSK modulations.
This indicates there remains a large room to improve
the throughput gain of ZigBee networks with WizBee,
especially for the case when WiFi networks use high SNR
value and low modulation order to transmit packets.

To further examine the construction of the throughput
gain, we plot the recovery ratio of different frame types
in Fig. 10. The x-aixs is the ratio of correctly decoded
frames of the corresponding type. The y-axis is the SNR
of WiFi when WiFi and ZigBee networks coexist together.
Corrupted frames are the frames that are collided with
each other. Fig. 10 shows the recovery ratio when ZigBee
SNR is 10 dB. We find that the recovery ratio of uncor-
rupted ZigBee frames is relative stable, above 0.8 in all



TRANSACTIONS ON MOBILE COMPUTING 10

 0

 20

 40

 60

 80

 100

 120

 10  15  20  25  30

T
h

ro
u

g
h

p
u

t 
(k

b
p

s
)

SNR of WiFi (dB)

w/o WizBee
w/   WizBee
Benchmark

(a) When WiFi Modulation is BPSK

 0

 20

 40

 60

 80

 100

 120

 10  15  20  25  30

T
h

ro
u

g
h

p
u

t 
(k

b
p

s
)

SNR of WiFi (dB)

w/o WizBee
w/   WizBee
Benchmark

(b) When WiFi Modulation is QPSK

 0

 20

 40

 60

 80

 100

 120

 10  15  20  25  30

T
h

ro
u

g
h

p
u

t 
(k

b
p

s
)

SNR of WiFi (dB)

w/o WizBee
w/   WizBee
Benchmark

(c) When WiFi Modulation is 16QAM

Fig. 8: Throughput gain of WizBee network over ZigBee benchmark system when ZigBee SNR is 10 dB. The SNR
of WiFi shows the signal strength of WiFi networks when they coexist together.
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Fig. 9: Throughput of WiFi networks

experiment settings. The recovery ratio of uncorrupted
WiFi frames increase when SNR increases, which is
accordance with the SNR requirement of different mod-
ulation techniques. Obviously, the recovery ratio of cor-
rupted ZigBee frames and corrupted WiFi frames show a
similar trend, i.e., the recovery ratio of corrupted ZigBee
frames increases with the recovery ratio of corrupted
WiFi frames increases. Since the decoding results of
corrupted ZigBee frames depend on the decoding results
of corrupted WiFi results, interference cancellation can
work only when the corrupted WiFi frames decoded
correctly. It should also be notified that the trend of
recovery ratio of corrupted ZigBee frames and corrupted
WiFi frames go apart when the SNR of WiFi is higher
than 25 dB for BPSK and QPSK modulation. This is
because when the SNR of WiFi increases, the residual
noise of WiFi after interference cancellation increases
too. Thus, the decoding performance of ZigBee frames
is affected.

6.3 Macro-benchmark
In this section, we evaluate the end-to-end throughput
gain of WizBee under the testbed shown in Fig. 3. We
place the WizBee sink at position A or B randomly. The
WiFi and ZigBee transmitters are moved among the eight
locations during our experiments, as shown in Fig. 3.
We mainly compare the throughput of WiFi and ZigBee
networks with and without WizBee. To measure the

throughput accurately, we configure one USRP node as
WiFi sender to transmit 100 packets with 256 Bytes in 2
ms, and another USRP node as ZigBee sender to transmit
100 packets with 20 Bytes in 2 ms. The data rate of WiFi
networks is set at 6 Mbps, i.e. with BPSK modulation
and 1/2 convolution code rate. The packet intervals of
WiFi and ZigBee are 1.5 ms and 1.612 ms respectively.
We collect 10 traces in each location pair, and change
the location pairs 20 times. The column labeled with
‘R’ represents the location of the receiver (i.e. WizBee
sink), and the columns labeled with ‘W’ and ‘Z’ represent
the locations of WiFi and ZigBee nodes respectively. In
general, 20,000 WiFi and ZigBee packets are collected in
all experiment cases. These traces are sampled randomly
within 3 hours.

Fig. 11 shows the SNR difference between of WiFi and
ZigBee packets of different location pairs. From Fig. 11,
we can see that the SNR difference various sharply
according to different location pairs, ranging from -8
dB to 28 dB. Fig. 14 plots the cumulative distribution
function of the SNR difference between WiFi and ZigBee
networks. We can also observe that in over 90% cases,
the SNR of WiFi is 15 dB higher than that of ZigBee.

Fig. 12 shows the throughput of ZigBee with and
without WizBee. It can be seen from Fig. 12 that the
throughput gain of WizBee for ZigBee networks is highly
dependent on the location pairs. The throughput gain of
WizBee is 1.8X in location pair 7 but only 1.0X at location
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Fig. 10: Recovery ratio of networks when ZigBee SNR is 10 dB. The SNR of WiFi shows the signal strength of WiFi
networks when they coexist together.
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pair 11. Fig. 15 plots the cumulative distribution function
of the throughput gain of WizBee for ZigBee networks.
We can observe that in 80% cases, the throughput gain
of WizBee is higher than 1.6×, with median throughput
gain of 1.2×.

We also show the throughput of WiFi networks in
Fig. 13, in which the result indicates that the throughput
of WiFi is highly dependent on location pairs, i.e. the
SNR difference between WiFi and ZigBee networks. Note
that the throughput of WiFi highly correlate with the
throughput gain of WizBee. Fig. 16 shows the relation-
ship between the throughput of WiFi and the throughput
gain of WizBee. We can observe that the throughput
gain of WizBee increases with the increase of WiFi
throughput, which indicates a win-win solution for the
coexisting WiFi and ZigBee networks with the use of
WizBee.

6.4 Discussion
Cost Issue: One of the concerns is that WizBee uses
wideband sampling, and the WiFi decoding algorithm
is much complex than ZigBee, leading to high-cost and
high energy consumption. Our argument is twofold.
First the sink is owning unlimited energy budget com-
pared to small sensors, such that the energy consump-
tion will not be a serious concern. Second, WizBee only
needs to introduce sink nodes. Although the cost is
relatively high, it is still acceptable compared to the
redeployment of all sensor nodes, especially in large-
scale sensor networks.

Multi-Hop Networks: Wireless sensor networks used
in environment monitoring are envisioned to be orga-
nized in multi-hop way. However, all we discussed in
focused on one-hop networks. Actually, our WizBee sink
can also serve as a relay node, and it will only be
deployed in heavy WiFi traffic area. Due to the short
transmission range of WiFi and long transmission range
of ZigBee, the interference region could be restricted to
one-hop area. In our real world network measurement
study, the hidden terminal is difficult to identify [30].
The main reason is, most of the WiFi AP deployment is
dense, and over equipped.

Carrier Sensing Optimization: A good property of
WizBee is that sensor nodes can transmit packets with
WiFi interference in uplink, which implies that they
will be free from the backoff operation when sensing
WiFi signals. Thus, to further improve ZigBee system
performance, an aggressive solution might be used to
modify sensor nodes’ program to enable concurrent
transmission with WiFi. We leave this attempt in our
future work.

Architecture Scalability: Note that our architecture is
easy to expand. For example in home wireless networks,
we can add WiFi packet output in shadowed interference
cancellation block. Also, it is possible to implement a
full-duplex sink [1] that allows in-band simultaneous
transmission and reception by adding the coexistence-
enabled elements before the RF front-end and spectrum
component.

Energy Consumption: Its true that the WizBee sink
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needs more power than conventional design. In our
design, since the sensors are deployed in urban area. The
public power supply is available around the sink node
area, where energy consumption is not serious in our
case. Moreover, even in the power supply hungry area,
we could also use the solar battery to empower the cog-
nitive radio platform. There are also other efforts having
been made for low power cognitive radio platform, such
as µ-SDR [14], et al.. Leveraging these low power design,
the cognitive radio based system could also be deployed
massively in large scale wireless sensor networks.

Comparing with TIMO: Comparing with TIMO, we
use only one antenna, and will inevitably require the
relatively high energy level of WiFi. Moreover, for TIMO
network, it mainly focuses on protecting WiFi signals,
and could not effectively recover both WiFi and ZigBee
at the same time. Obviously, such design could not
satisfy our design requirement, because large-scale urban
WSNs, need to successfully recover the ZigBee and WiFi
signals at the same time.

7 RELATED WORK

Related work falls in the following areas:
Coexistence Solutions: Many solutions have been

proposed to address the coexistence problem. An easy
idea to enable coexistence is to do frequency planning
beforehand. However, it requires centralized planning.
Second, there are only three orthogonal WiFi channels
in 2.4GHz ISM band. Densely deployed WiFi networks
will make interference-free frequency planning hard.
Hence, in this paper, we focus on co-channel coexistence
scenario, and consider the corresponding design issues.

To tackle the co-channel coexistence problem, [10] first
predicates the length of inter-frame interval of WiFi
transmissions, and then adapts the frame length of Zig-
Bee packet to fully utilize the ”white-space” opportu-
nity to avoid collisions. The approach presented in [17]
measures the interference pattern of WiFi and Zigbee,
and proposes to add redundant information (i.e., multi-
header and Reed-Solomon channel code) to let ZigBee
recover valid packets from WiFi interference. However,
this leads to two problems: First, it does not guarantee

ZigBee’s performance during busy WiFi traffic, since
WiFi is still the ”first-class citizen”. Second, it introduces
extra overhead to existing ZigBee protocols, and needs
re-programming existing nodes, which is difficult to be
applied in existing deployed architecture.

Some efforts [28], [32] tackle the challenge by intro-
ducing new strong devices to improve the visibility of
low-power ZigBee. A signaler node emits strong jam-
ming signal [32] or fake WiFi header [28] during ZigBee
transmission to let WiFi backoff explicitly. Radunovic
et al. [22] redesign the preamble of low-power wire-
less technology based on a key observation that longer
preamble sequence can be detected easier. In this case,
WiFi will sense the presence of ZigBee, and thus backoff.
The mutual visibility solutions can enhance a fair coexis-
tence, but is not a perfect solution in urban monitoring
scenario. Long-term running of mutual visibility solu-
tions will cause WiFi’s performance degradation, and
WiFi can also have anti-jamming capability [20] to make
such solutions infeasible. Moreover, the signaler solution
requires strict timing control of ZigBee’s transmission,
leading to severe protocol overhead in large-scale ZigBee
networks.

Exclusive use of channel by weak ZigBee will under-
utilize the overall network resource, since ZigBee only
needs 2MHz bandwidth. Therefore, several solutions [8],
[23], [31] utilize OFDM subcarrier suppressing technique
to vacate spectrum that ZigBee networks are using. The
strong WiFi devices first find the existence of weak
ZigBee devices (either by sensing [8], [31] or learning
[23]), decide which spectrum ZigBee networks use, and
nullify those spectrums to enable simultaneous access.
Thus, little interference or no interference is generated
to ensure proper operation of low-power devices, which
enables the coexistence of different technologies. Though
it is a good idea to provide general coexistence, the sub-
carrier suppressing solution requires hardware redesign
on high-power nodes, e.g., preamble design and packet
detection algorithm, which limits the application if it is
not compatible with existing devices.

Interference cancellation: The approach proposed in
[2] employs successive interference cancellation tech-
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nique to redesign the carrier sensing mechanism to
improve the performance of wireless local area networks.
ZigZag [5] exploits different overlap patterns and inter-
ference cancellation technique to resolve hidden terminal
collisions. A few researchers [6], [25] use interference
cancellation technique in multi-user MIMO scenario. In-
stead, we use interference cancellation technique to solve
coexistence problem. Moreover, some previous works,
[2], [5], [6], [25] demonstrates interference cancellation
using DSSS-style communication system, while we use
OFDM.

Wireless Systems using WiFi and ZigBee: Many
wireless systems use WiFi and ZigBee technologies at
the same time. ZiFi [33] uses low-power ZigBee radios
to indentify periodical WiFi beacons, thus discovering
WiFi networks. WiZi-Cloud [13] propose to use addi-
tional ZigBee radios to help WiFi clients to achieve
ubiquitous connectivity, high energy efficiency, and real
time inter-AP handover. WiBee [16] exploits low-cost
ZigBee sensor networks to build real-time WiFi radio
maps. WizSync [7] utilizes periodical WiFi beacons to
synchronize ZigBee nodes. Compared with those works,
we consider coexistence problem, and exploit WiFi ra-
dios to help decode ZigBee packets. Recent studies also
include Picasso [9] and weeble [22]. However, Picasso [9]
needs regulated spectrum usages for coexistence, where
the end systems of WiFi or ZigBee need to coordinate
for non-overlapping spectrum usages. Adaptive pream-
bles [22] for coexistence are also very useful due to
lightweight and high efficiency, but still suffers from
device intervention.

8 CONCLUSION

This paper presents WizBee, a single-antenna sink based
design to coexist ZigBee signals with WiFi interference
without modifying terminal equipments. The key insight
of WizBee is that, we can use the opportunity lies in
cross technology for effective signal recovery. Leveraging
multi-domain information, such as power, frequency
and coding discrepancies, the interfered signals can be
recovered by iterative decoding and cancellation scheme.
In future work, we will focus on how to further use these
information intelligently to improve the coexistence net-
work throughput.

We implemented WizBee on the GNURadio-USRP
platform using commercial compatible implementations
of WiFi and ZigBee, i.e. IEEE 802.11g and IEEE 802.15.4.
We demonstrated that, WizBee effectively improve the
network throughput and make an effective recovery
over interfered ZigBee signals. Our extensive evaluations
under real wireless conditions show that WizBee can
improve 1.6× throughput for ZigBee networks over 80%
cases, with median throughput gain of 1.2×.

Our future work is multidimensional. WizBee can be
enhanced as a new form of WiFi AP for both ZigBee
and WiFi signals. Also, WizBee can be applied to other
WiFi standards with slight modifications, such as IEEE

802.11n. Moreover, real time decoding of WizBee is
also a favorable function for real deployment in large
scale sensor network. We will improve the process-
ing ability as well as the accuracy in future investi-
gations.Furthermore, we extend the WizBee design to
some down-sized and energy-efficient software radio
platform, e.g. uSDR [15], which is promising to bridge
the gap between SDR-based system and WSNs.
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